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We recognise that many staff enjoy networking with friends and family via social media. However, we 

have to balance this against our duty to maintain the confidentiality of children and parents attending 

our setting, as well as ensuring that our good reputation is upheld. Staff must remember that they are 

ambassadors for Davidson- Roberts both within and outside of working hours and are expected to 

conduct themselves accordingly when using social media sites.  

The internet provides a number of benefits for staff. However, when someone is identified with the 
setting or discusses their work, they are expected to behave appropriately when on the internet. The 
principles set out in this policy should always be followed. If in doubt, then details should be discussed in 
the first instance with the manager 
 
Social networking sites allow photographs, videos and comments to be shared with thousands of other 
users. However, it is not appropriate to share work-related information whether written or pictorial in 
this way. Staff members should respect the privacy and the feelings of others. 

 
Staff are in a professional position and are responsible for the care and education of children. Therefore, 
they must not engage in activities on the internet which might bring the setting or its associated 
employees into disrepute. 
 
Our use of social networking applications, such as Facebook and  Instagram have implications for our 
duty to safeguard children, young people and vulnerable adults. 
 
Aim  

• That our duty to safeguard children is maintained 

• That the setting is not exposed to legal risk 

• That the reputation of the setting is not adversely affected 

• That our users are able to clearly distinguish where information provided via social networking 
applications is legitimately representative of the setting 

• That we do not damage our reputation  

• That we recognise our legal responsibilities 
 

Objectives 
This policy covers (but is not limited to) social media platforms such as:  

• Twitter 

• Facebook 

• YouTube  

• Tumblr 

• Personal blogs and websites  

• Comments posted on third party blogs 
or websites (i.e.Facebook, Bebo, 
Myspace, Chat roulette) 
 

• Pintrest 

• blogs (i.e. Blogger), 

• discussion forums (i.e. Mumsnet, Ning) 

• collaborative spaces (i.e. Wetpaint) 

• media sharing services (i.e.You Tube)  

• microblogging (i.e.Twitter) 

• Instagram 
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All staff should bear in mind that information they share through social networking applications, even 
though they are on private spaces, are still subject to copyright, GDPR and freedom of information 
legislation, the safeguarding vulnerable groups act 2006 and other legislation. 
 
Social media rules 

When using social media sites, staff must not:  

• Post anything that could damage our nursery’s reputation.  

• Post anything that could offend other members of staff, parents or children using our nursery. 

• Publish any photographs or materials that could identify the children or our nursery. 

• Accept invitations from parents to connect via social media (eg friend requests on Facebook) unless 
they already know the parent in a private capacity.  

• Discuss with parents any issues relating to their child or our nursery. Instead invite the parent to 
raise the issue when they are next at the nursery, or to contact the Manager if the matter is more 
urgent. 

Any member of staff who posts content or comments that breach confidentiality or which could harm 

the reputation of our nursery or other staff members, or who publishes photographs of the setting or 

children, will face disciplinary action in line with our Staff Disciplinary policy.   

General cautions for using social media  

When using social media in any context it is wise to bear in mind the following points: 

• No information published via the internet is ever totally secure; if you don’t want information to 
become public, do not post it online. 

• Once an image or information is in the public domain, it is potentially there forever – Google never 
forgets! 

 

Using computers and storing data 
 

• No information containing personal details of children and families at the setting should be 
stored on a home computer. 

• No photographs of children and families at the setting should be stored on a home computer. 

• If staff have to use their own computers for planning, observations or other documents 
containing children’s names they should transfer the data to a memory stick and erase from 
their computer as soon as this is done. 

• Memory sticks should be held in a secure place at the setting. 

• Photos of children should not be stored on the settings devices for longer than the time 
necessary to print them off. 

• Photos of children should not be stored on the settings devices once printed off. 

• The settings devices should be stored safely whilst the setting is closed. 
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Related policies 

See also: Use of mobile Phones and technology policy, Confidentiality policy, Staff Disciplinary policy, 

Safeguarding and child protection policy, GDPR 

This policy was adopted by: Acre Wood Day Nursery 

 

Date: August 2020 

To be reviewed: August 2021 

 

Signed: Karen Barnes 

 
Written in accordance with the Statutory Framework for the Early Years Foundation Stage (2017): Safeguarding 
and Welfare Requirements: Information and records [3.68 -3.73]. 

 
We are registered with the Information Commissioner’s Office (ICO)  

 


